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Nov. 11, 2022

Embattled Crypto 
Exchange FTX Files for 
Bankruptcy

June 25, 2020

Wirecard files for 
insolvency amid German 
accounting scandal

March 17, 2023

Silicon Valley Bankʼs 
parent company files for 
bankruptcy

March 22, 2023

Credit Suisse collapse 
threatens Switzerland's 
wealth management crown

Dec. 3, 2001

Enron Corp. Files 
Largest U.S. Claim for 
Bankruptcy

Sept. 15, 2008

Banking crisis: Lehman 
Brothers files for 
bankruptcy protection

March 2008

Bear Stearns investors: 
Who lost big

Financial System Failures Stop Our Globally Connected Society 



Creating a Cryptographically Guaranteed Financial System

Counterparty risk is opaque and higher

Transparency is purposefully removed

Key systems donʼt operate as expected 

Counterparty risk is transparent and lower

Transparency is unavoidably built-in

Key systems do operate as expected 

Legal/Paper Promises Cryptographic/Mathematical Guarantees



Creating a Single Golden Source of Truth On-Chain
Single Source Transactions are Efficient and SecureHighly Siloed Transaction and Asset Data



Tokenization Data Cross-Chain Identity / Compliance Privacy AI Orchestration

SMART CONTRACT

Issuance
/ Ledger Exchange / 

Voting

Signatures 
Controlling State

● Single Chain Environment

● Token Issuance/Ledger

● Exchange and Voting

● No External Data Needed

● No Cross Chain Needed

● No Identity/Compliance

Smart Contracts V1



● DeFi Requires Data Feeds

● Multichain World Emerges

● Requires Data Oracles

● Requires Bridging Oracles

● No Identity/Compliance

● No Privacy Capabilities

Smart Contracts V2

Tokenization Data Cross-Chain Identity / Compliance Privacy AI Orchestration

SMART CONTRACT



SOURCE DEFILLAMA | AS OF NOV 3 2025

Chainlink 67.5%

Others 32.5%

Chainlink 80.7%

Others 19.3%

Oracle Market Share: All Chains Oracle Market Share: Ethereum

Chainlink is Already The Global Standard for Oracles



$26.4 Trillion
TRANSACTION VALUE ENABLED (TVE)

Powering the Global Blockchain Economy

TVE is calculated by taking the sum of the 
USD value associated with each transaction 
utilizing a Chainlink oracle.



The CRE Enables Easy Implementation of Chainlink Standards

Thousands of Public and Private Blockchains

Decentralized Finance Applications and Smart Contracts

+ Many More

Traditional Finance Applications and Smart Contracts

+ Many More

Chainlink Services, Built on Top of Chainlink Standards, Running in the Chainlink Runtime Environment

Workflows  |  External System Integration  |  Developer Tooling

Chainlink Runtime Environment CRE

Onchain Data Protocol ODP Cross Chain Interoperability 
Protocol CCIP Compliance Standard Privacy Standard + Many more standards to come

Data Feeds

Data Streams

DataLink

SmartData
Proof of Reserves  |  NAV Data  |  + More

Cross-Chain Token CCT

Cross-Chain Token Transfers

Cross-Chain Messaging

Programmable Token Transfers

Cross-Chain Identity CCID

Monitoring & Reporting Manager

Policy Manager

Identity Manager

Blockchain Privacy Manager BPM

Private Transactions

DECO

Confidential Compute

Digital Transfer Agent DTA
Technical Standard

Delivery Versus Payment DvP
End-to-End Solution

Automated Compliance Engine ACE
End-to-End Solution



Chainlink Runtime Environment (CRE): Smart Contract and Oracle Orchestration

CCIP CCIP CCIPCCIP

SMART CONTRACT

Tokenization Data Cross-Chain Identity / Compliance Privacy AI Orchestration

Data Feeds Proof of Reserves Identity Manager Automated Compliance Confidential Compute AI Oracle



Workflow A Workflow B Workflow C

Chain Reader Consensus
Management Chain Writer Workflow

Triggers API Calls Secrets
Management

Design &
Author Workflows

Workflow Lifecycle
Management Observability Identity & Access

Management (IAM) Billing Debug

CLI UI / Console SDKINTERFACE

ADMINISTER

WORKFLOW
RUNTIME

CAPABILITIES

User A User B User C

Chainlink
Network

Blockchains

Data Providers

Data Providers

Payment Systems

Payment Systems

Banking Systems Existing User Systems

OFFCHAIN

Public Data Private Data

ONCHAIN

Chainlink Runtime Environment

Chainlink Runtime Environment (CRE) Architecture



Verification of Reserves and Minting of Stablecoins Based on Real Reserves



Compliance Checks for Stablecoin Transfers to Approved Users



Compliance Across Chains and Across Token Standards

Cross-Chain Identity
CCID

Policy Management
Smart Contract

Data Management
Oracles

Chainlink Compliance Standard

Alerting & Reporting

Monitoring Layer

Digital Asset
ERC20, ERC3643, + more

Identity Providers

Investors Asset Issuer Ecosystem Builders

Data Providers Compliance Officers

Regulators & Regulatory 
Agencies

Enrich

Enforce

Report

Originate

Collaborate & Report

Define Requirements

Acquire

Attest



Identity Management, Policy Enforcement, and Reporting Across 
Blockchains and Various Digital Asset Regulations

Onchain

CCID

CCT Compliance Extension CCIP Compliance-Enabled
Transactions

Offchain

Identity Manager Monitoring & 
Reporting Manager

Policy Manager

Offchain
Policy Execution

Onchain
Policy Execution

Manage

Integrate

Use

Asset and jurisdiction-agnostic

External policy connectivity

Modularity and composability design

Auditable transaction log



Enabling Cross-Chain Institutional to DeFi Transactions
USE CASE

Institutions can now participate in an 
open financial ecosystem across 
chains and jurisdictions while 
following compliance requirements 
and being able to fulfill their regulatory 
obligations

Public Chain

Institutional User Wallet
0x123

DeFi User Wallet
0x234

Financial Institution
CCID Checker

Policy Manager

Proof of Identification

Proof of Onboarding

CCID DeFi User

Proof of Identification

Proof of Onboarding

CCID Institutional User

Trade

Collateral

Liquidity

Lend

CCIP

CCIP

Borrow

Banks & Asset Managers

Lending Pool



Movement of Stablecoins to Users Across Various Chains via CCIP



Central Bank of Brazil and HKMA Utilizing CRE and CCIP for Global Trade Flows



Streamlined Subscriptions and Redemptions Processing 
Across Transfer Agents, Blockchains and Swift Payments

Chain BChain AOffchain



UBS Tokenized Funds Using Chainlink Standards



Fund Tokenization, Delivery of Assets Cross-Chain with Automated Compliance



Private and Public Chains Interoperating via CRE



Intent to delivery against payment (MT543)
Settlement status (MT548)

Intent to receive against payment (MT541)
Settlement status (MT548)

b

d e

Messages
Matched

a

c

PRE SETTLEMENT

Seller Custodian
(Direct)

Buyer Custodian
(Indirect)



Intent to delivery against payment (MT543)
Settlement status (MT548)

Intent to receive against payment (MT541)
Settlement status (MT548)

g

b

d e

Notify assets locked

DvP Intent
(PII stripped)

Transaction
Validation

Lock Asset

Messages
Matched

f

a

i

h

c

LOCK ASSET

Seller Custodian
(Direct)

Buyer Custodian
(Indirect)

Chainlink Chainlink

Blockchain
Privacy Manager 

Blockchain 1
(Private)





Intent to delivery against payment (MT543)
Settlement status (MT548)

Intent to receive against payment (MT541)
Settlement status (MT548)

Initiate payment (pacs.008)
Payment confirmation (pacs.002)

Initiate payment (pacs.008)
Payment confirmation (pacs.002)

Payment initiation request (pain.013)

g

b

d e

j

l k

m n

Notify assets locked

DvP Intent
(PII stripped)

Transaction
Validation

Lock Asset

Messages
Matched

f

a

i

h

c

PAYMENT

Seller Custodian
(Direct)

Buyer Custodian
(Indirect)

Chainlink Chainlink

Blockchain
Privacy Manager

Blockchain 1
(Private)



Intent to delivery against payment (MT543)
Settlement status (MT548)

Intent to receive against payment (MT541)
Settlement status (MT548)

Initiate payment (pacs.008)
Payment confirmation (pacs.002)

Initiate payment (pacs.008)
Payment confirmation (pacs.002)

Payment initiation request (pain.013)

g

b

d e

j

l k

m n

Notify assets locked
Unlock and transfer assets

Transfer assets Transfer assets

DvP Intent
(PII stripped)

Transaction
Validation

Lock Asset

Transaction
Validation

Messages
Matched

f o p

a

q

i

r s

h

c

Unlock and
transfer assets

DELIVERY

Seller Custodian
(Direct)

Buyer Custodian
(Indirect)

Chainlink Chainlink

Chainlink CCIP Blockchain 2
(Public/Permissione

d)

Blockchain
Privacy Manager

Blockchain 1
(Private)





Intent to delivery against payment (MT543)
Settlement status (MT548)

Intent to receive against payment (MT541)
Settlement status (MT548)

Initiate payment (pacs.008)
Payment confirmation (pacs.002)

Initiate payment (pacs.008)
Payment confirmation (pacs.002)

Payment initiation request (pain.013)
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Blockchain 1
(Private)



DataLink is Now Putting Institutional Data On-chain

Institutional Data Providers

DataLink

DataLink

DataLink

DataLink

Public & Private 
Blockchains

Onchain
Economy



Orchestration Doesnʼt Need to Be 
Your Problem: How CRE Is Bringing 
Financial Institutions Onchain

Aakar Schroff
VP of Product
Chainlink Labs

Fullton Street Stage Day 2   ->  2:00 - 2:14 PM

How CRE Connects TradFi, 
DeFi, and Tokenized Assets

Moderator:    William Reilly, Chainlink Labs

Participants: Bruno Grossi, Banco Inter | Surendra Kalidindi, Hadron 
by Tether | Laszlo Szabo, Kiln | Cory Pugh, Bridgetower Capital

Grand Central Stage Day 2   ->  4:00 - 4:25 PM

Build Your First 
Workflow With CRE

Richard Gottleber
DevRel Content Manager
Chainlink Labs

Developer Workshop Day 1   ->  3:05 - 4:05 PM

Demo: Integrating AWS With 
Chainlink Runtime Environment 
(CRE) Workflows

Simon Goldberg
Web3/Blockchain Specialist 
Solutions Architect, AWS

Developer Workshop Day 1   ->  4:05 - 4:35 PM

Ricky Vuong
Account Manager
Amazon Web Services



INTRODUCING CHAINLINK CONFIDENTIAL COMPUTE:

Unlocking Private 
Smart Contracts 
On Any Blockchain



Chainlink Confidential Compute Creates On-Chain Privacy



Chainlink 
Confidential 
Compute

Gregory Neven
Research Engineer
Chainlink Labs

Fulton Street Stage Day 2   ->  3:30 - 3:44 PM

Fundamental 
Building Blocks for 
Onchain Finance

Lorenz Breidenbach
Head of Research
Chainlink Labs

Grand Central Stage Day 2   ->  4:40 - 5:00 PM



The Chainlink Standard Enables Institutional Adoption



Compliance Is How You Win Onchain

Fulton Street Stage (Day 2) 2:30 – 2:44 PM
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Chainlink Runtime Environment

Data 

CCIP

Automated Compliance

Automating Compliance for Complex 
Transactions

Grand Central Stage (Day 1) 3:30 - 4:00 PM

The Future of Onchain Finance: 
Interoperability at Scale

Penn Station Stage (Day 2) 11:15 - 11:45 AM

Unlocking Institutional Capital: The 
Data, Identity, and Regulation 
Imperative for DeFi

Penn Station Stage (Day 2) 9:30 - 10:00 AM

Executive Perspectives: Architecting 
the Onchain Financial System

Union Square Stage (Day 2) 1:00 - 1:30 PM

Connecting the Dots: Interoperability in 
the Tokenized Economy

Fulton Street Stage (Day 2) 10:30 - 10:44 AM

Demo: Integrating AWS With 
Chainlink Runtime Environment (CRE) 
Workflows

Developer Workshop (Day 1) 4:05 – 4:35 PM

Orchestration Doesnʼt Need to Be 
Your Problem: How CRE Is Bringing 
Financial Institutions Onchain

Fulton Street Stage (Day 2) 2:00 - 2:14 PM

Build Your First Workflow With CRE
Developer Workshop (Day 1) 3:05 – 4:05 PM

How CRE Connects TradFi, DeFi, and 
Tokenized Assets

Grand Central Stage (Day 2) 4:00 - 4:25 PM

AI

Props: Using Oracles For 
Machine-Learning Security

Union Square State (Day 2) 1:45 - 2:00 PM

Confidential Compute

Research Keynote: Fundamental 
Building Blocks for Onchain Finance

Grand Central Stage (Day 2) 4:40 - 5:00 PM

Chainlink Confidential Compute
Fulton Street Stage (Day 2) 3:30 – 3:44 PM



Thank You
Disclaimer: This presentation is for informational purposes only and contains statements about the future, including anticipated 
programs and features, developments, and timelines for the rollout of these programs and features. These statements are only 
predictions and reflect current beliefs and expectations with respect to future events; they are based on assumptions and are 
subject to risk, uncertainties, and change at any time. There can be no guarantee that any of the contemplated programs or features 
will be implemented as specified nor any assurance that actual results will not differ materially from those expressed in these 
statements, although we believe them to be based on reasonable assumptions. All statements are valid only as of the date first 
presented. The statements in this presentation also may not reflect future developments due to user feedback or later events and we 
may not update this presentation in response.


